A multicenter clinical trial was commenced by the sponsor using non-carbon copy two-part paper (NCR paper) case report forms (CRFs). Each CRF visit page had final sign-off by the site’s research nurse. The sponsor’s clinical research associates (CRAs) obtained the top page of the original CRF from the investigator, leaving the bottom copy at the site, and brought the originals back to the sponsor. The sponsor’s Clinical Data Analysts (CDAs) entered the data into the database management system located on the sponsor’s server.

The CDA amended the database where they felt it appropriate based on previous data received by the site and, afterwards, emailed the investigator to inform them of the change they had made. Data queries from data verification and validation checks were also emailed to the investigator. The investigator replied via email and the CDA filed the email as evidence of investigator approval of the change, informed the investigator to amend their copy of the CRF and the CDA would do the same to the original.

Later, the sponsor decided to reduce workload and improve the process. The investigators were given the option of remote access to the database and the sites entered data directly into the database rather than the CDAs doing this activity, though the CDAs continued to do so for some sites. There were no updates to the database computer system validation documentation. Queries by the CDA were dealt with via email in the same way as before because there was no functionality within the database to raise queries.

After the trial ended, a regulatory agency inspection of the sponsor occurred. It was noticed that the paper CRF data did not always reflect what was seen in the database. Often, only the query response value was entered into the database and not corrected on the original paper CRF. It was also noticed from the audit trail that the data changes were made by the CDA prior to either sending the email to the site with data queries or before a response from the investigator was received. The investigator had not signed any “authorized changes” document that allowed the CDA to make changes to specific data.

**What GCP and data integrity issues are you able to identify?**

**When, if ever, would it be appropriate to make changes to the data without the prior approval of the site investigator?**
Section 2 (10 Minutes)

At an investigator site of the trial inspected by the regulatory agency, it was seen that not all the required data was being captured in the patient medical record/chart. Some data was entered directly onto the paper CRF. The protocol did not define any data to be directly entered into the CRF. Additionally, the paper CRFs were not always amended by the investigator after a data query based on the emails received from the CDA. When the investigator was given access to the database to enter the data, they were unsure what to do with the paper CRFs and sometimes filled these in as well.

The primary endpoint of the trial relied upon data entered into a paper study diary by the patient concerning cold/flu infection symptoms. None of the trial diaries were at the investigator site as the clinical investigator was told by the sponsor that they were not required to be copied or retained. Instead, the diary was to be used as a “memory aide” with the investigator writing the information into the patient’s study chart. This was not always being done. Review of one patient’s study record showed that a visit by the patient took place for an infection on Tuesday, December 5, 2017, but there were no symptoms documented in the study record/chart. The database audit trail showed the December 5th visit with three symptoms (rhinitis, cough, conjunctivitis) entered into the database by the investigator on Monday, January 8, 2018 at 2:20 pm; the data had then been amended on Friday January 12, 2018 at 11:15 am. Found in the medical record/chart was an email of Monday, January 8, 2018 at 2:25 pm that was sent to the patient from the investigator asking for details of the symptoms. The patient’s response to the email, giving three symptoms, was received Friday January 12, 2018 at 10:20 am. The data in the database for one of the symptoms (conjunctivitis) was not consistent with the email (itching eye/ocular pruritus).

There was no source data location agreement.

What further GCP and data integrity issues are you able to identify with respect to source data?

What is the overall impact on the clinical trial results and are there any corrective and preventative actions that could be taken?
Section 3 (10 Minutes)

The sponsor decided for later trials to utilize independent vendors for electronic case report forms (CRFs) and electronic diaries (eDiaries). The eCRFs are transmitted via the Internet through a firewall into the data management software system. Pre-programmed edit checks provide automatic feedback when data are entered incorrectly. Review of one of these trials at the vendor site identified the following:

- The contract stated that the eCRFs, which had been hosted by the vendor, would be provided on a compact disc (CD) as portable document format (pdf) files to the sponsor for onward distribution to the investigator sites. Metadata was not covered by the contract or procedures. The subjects were given password protected access to the database to enter their eDiary information directly. The eDiary data was provided to the sponsor. Changes to the eDiary data during the trial were made by the vendor upon request of the investigator, provided the sponsor authorized the change.

- In preparation for study database lock, the sponsor asked the vendor to conduct a blinded review of the primary endpoint (i.e., the response rate) based on the eDiary. One site that enrolled 60 subjects had an almost 100% response rate, which was an extreme outlier.

- In addition, a review of the audit trail of the eCRF database showed that investigator sites were entering data after the database lock. The data extracted for the statistical analyses used in the clinical study report was done before this additional data had been entered.

Can there be data clarification or queries for patient-reported outcome (PRO) such as subject diary data?

Are there any GCP or data integrity issues apparent in the new processes?

What additional actions would you do to investigate the high efficacy results at the one site?
**GCP REFERENCES**

All clinical information shall be recorded, handled and stored in such a way that it can be accurately reported, interpreted and verified, while the confidentiality of records of the trial subjects remains protected.

**2005/28/EC Article 5**

Any change or correction to a CRF should be dated, initialed, and explained (if necessary) and should not obscure the original entry (i.e. an audit trail should be maintained); this applies to both written and electronic changes or corrections. Sponsors should provide guidance to investigators and/or the investigators' designated representatives on making such corrections. Sponsors should have written procedures to assure that changes or corrections in CRFs made by sponsor's designated representatives are documented, are necessary, and are endorsed by the investigator. The investigator should retain records of the changes and corrections. **CPMP/ICH/135/95: “Note for Guidance on Good Clinical Practice” (ICH GCP) 4.9.3**

The necessary procedures to secure the quality of every aspect of the trial shall be complied with **2005/28/EC**

The investigator/institution should maintain adequate and accurate source documents and trial records that include all pertinent observations on each of the site’s trial subjects. Source data should be attributable, legible, contemporaneous, original, accurate, and complete. Changes to source data should be traceable, should not obscure the original entry, and should be explained if necessary (e.g., via an audit trail). **ICH 4.9.0**

The investigator should maintain the original source document or a certified copy. **ICH GCP 2.11, 5.15.1**

Source data should only be modified with the knowledge or approval of the investigator. **ICH GCP 4.9.3, 4.9.4 and chapter 8**

The sponsor should not have exclusive control of a source document. **ICH GCP 8.3.13**
**Source Data:** All information in original records and certified copies of original records of clinical findings, observations, or other activities in a clinical trial necessary for the reconstruction and evaluation of the trial. Source data are contained in source documents (original records or certified copies). ICH GCP 1.51

**Source Documents:** Original documents, data, and records (e.g., hospital records, clinical and office charts, laboratory notes, memoranda, subjects’ diaries or evaluation checklists, pharmacy dispensing records, recorded data from automated instruments, copies or transcriptions certified after verification as being accurate copies, microfiches, photographic negatives, microfilm or magnetic media, x-rays, subject files, and records kept at the pharmacy, at the laboratories and at medico-technical departments involved in the clinical trial). ICH GCP 1.52

**Certified Copy:** A copy (irrespective of the type of media used) of the original record that has been verified (i.e., by a dated signature or by generation through a validated process) to have the same information, including data that describe the context, content, and structure, as the original. ICH GCP 1.63

When using electronic trial data handling and/or remote electronic trial data systems, the sponsor should: Ensure and document that the electronic data processing system(s) conforms to the sponsor’s established requirements for completeness, accuracy, reliability, and consistent intended performance (i.e. validation). ICH GCP 5.5.3

The sponsor should base their approach to validation of such systems on a risk assessment that takes into consideration the intended use of the system and the potential of the system to affect human subject protection and reliability of trial results. ICH GCP 5.5.3

The SOPs should cover system setup, installation, and use. The SOPs should describe system validation and functionality testing, data collection and handling, system maintenance, system security measures, change control, data backup, recovery, contingency planning, and decommissioning. The responsibilities of the sponsor, investigator, and other parties with respect to the use of these computerized systems should be clear, and the users should be provided with training in their use. ICH GCP 5.5.3

Data reported on the CRF, that are derived from source documents, should be consistent with the source documents or the discrepancies should be explained. ICH GCP 4.9.2

**Protocol Content:** The identification of any data to be recorded directly on the CRFs (i.e. no prior written or electronic record of data), and to be considered to be source data. ICH GCP 6.4.9
The purposes of trial monitoring are to verify that: The reported trial data are accurate, complete, and verifiable from source documents. Checking the accuracy and completeness of the CRF entries, source documents and other trial-related records against each other. The monitor specifically should verify that: The data required by the protocol are reported accurately on the CRFs and are consistent with the source documents. The reported trial data are accurate, complete, and verifiable from source documents. ICH GCP 5.18.1 1(b) 5.18.4 (a) and (m)

The sponsor should ensure that the trials are adequately monitored. ICH GCP 5.18.3

**Monitor’s Responsibilities:** Communicating deviations from the protocol, SOPs, GCP, and the applicable regulatory requirements to the investigator and taking appropriate action designed to prevent recurrence of the detected deviations. ICH GCP 5.18.4 (q)

The investigator should maintain the original source document or a certified copy. Sponsor should not have exclusive control of a source document. ICH GCP 2.11, 5.15.1, 8.3.13

If noncompliance that significantly affects or has the potential to significantly affect human subject protection or reliability of trial results is discovered, the sponsor should perform a root cause analysis and implement appropriate corrective and preventive actions. ICH 5.20.1

The sponsor and investigator/institution should maintain a record of the location(s) of their respective essential documents including source documents. The storage system used during the trial and for archiving (irrespective of the type of media used) should provide for document identification, version history, search, and retrieval. The sponsor should ensure that the investigator has control of and continuous access to the CRF data reported to the sponsor. The sponsor should not have exclusive control of those data. When a copy is used to replace an original document (e.g., source documents, CRF), the copy should fulfill the requirements for certified copies. The investigator/institution should have control of all essential documents and records generated by the investigator/institution before, during, and after the trial. ICH 8.1

The instrument should be created in a controlled manner to ensure that it conforms to the protocol and is validated. In addition, appropriate change control as part of ongoing validation is needed, in cases where protocol amendments require changes to the instrument. The fundamentals of clinical research include that patient rights, safety and well-being are the most important considerations and the integrity of the reported data must be confirmable. To this end all data generated in a clinical trial relevant to patient care must be
made available to the investigator at all times during and after the trial and all data held by the sponsor that has been generated in a clinical trial should be verifiable to a copy not held (or that has been held) by the sponsor. The requirements above are not met if data are captured in an electronic system and the data are stored on a central server under the sole control of the sponsor. This is because the investigator does not hold an independent copy of the data and therefore the sponsor has exclusive control of the data. A number of attributes are considered of universal importance to source data and the records that hold those data. These include that the data and records are: Accurate, Legible, Contemporaneous, Original, Attributable, Complete, Consistent, Enduring and Available when needed. Any transfer from paper to electronic CRF should be subject to quality control. The protocol should identify any data to be recorded directly into the CRFs that is considered to be source data. I and the level of control should be justified. EMA Reflection paper on expectations for electronic source data and data transcribed to electronic data collection tools in clinical trials, 01 Aug 2010

FDA Regulations and Guidances

21 CFR 11.10 – “Procedures and controls [for electronic records systems] shall include the following: (a) Validation of systems to ensure accuracy, reliability, consistent intended performance, and the ability to discern invalid or altered records.”

21 CFR 11.10 – “Procedures and controls [for electronic records systems] shall include the following: (d) Limiting system access to authorized individuals.

21 CFR 11.10 – “Procedures and controls [for electronic records systems] shall include the following: (e) Use of secure, computer-generated, time-stamped audit trails to independently record the date and time of operator entries and actions that create, modify, or delete electronic records. Record changes shall not obscure previously recorded information. Such audit trail documentation shall be retained for a period at least as long as that required for the subject electronic records and shall be available for agency review and copying.

Guidance for Industry Part 11, Electronic Records; Electronic Signatures – Scope and Application. “…your decision to validate computerized systems, and the extent of the validation, [should] take into account the impact the systems have on your ability to meet predicate rule requirements. You should also consider the impact those systems might have on the accuracy, reliability, integrity, availability, and
authenticity of required records and signatures. Even if there is no predicate rule requirement to validate a system, in some instances it may still be important to validate the system.

**Guidance for Industry Use of Electronic Records and Electronic Signatures in Clinical Investigations Under 21 CFR Part 11 – Questions and Answers** “…processes should be in place to control changes to the electronic system and evaluate the extent of revalidation that the changes may necessitate. When changes are made to the electronic system (e.g., system and software upgrades, including security and performance patches, equipment or component replacement, or new instrumentation), sponsors and other regulated entities should evaluate the effect of the changes and validate the changes using a risk-based approach…Major changes may require additional re-validation and critical changes could trigger a re-validation of the entire system.”
Data Management Case Study
INTRODUCTION

Case Study – 3 Sections

• You should have already received the texts (and hopefully have read them!)
• The case is based on situations found on Good Clinical Practice (GCP) inspections.
• Appoint a table group leader who will be prepared to provide feedback.
• Review the description of the situation together and discuss the questions.
• Ask the facilitators for assistance, if needed.
• We will take feedback/discuss as a whole group after each section.
Overview: Concepts of Data Management

- Data Ownership
- Data Collection
- Data Processing/Coding
- Data Storage
- Data QA
- Data Protection
- Data Retention
- Data Analysis
- Data Sharing
- Data Reporting
This scenario involves paper and electronic case report forms (CRFs), data entry, and making corrections to the data in a multi-center clinical trial. It also involves a change to functionality of a computer system during the trial.

- What GCP and data integrity issues are you able to identify?
- When, if ever, would it be appropriate to make changes to the data without a prior approval of the clinical investigator?
ANSWER
What GCP and data integrity issues are you able to identify?

• Data were not controlled appropriately.
  – There was no formal data clarification process/form used for data correction.
  – Clinical data analyst (CDA) made changes prior to investigator’s approval.
  – The investigator did not sign “authorized changes” document.
  – There was no signing off the CRFs by the investigator with the changes made.
    • Only the investigator should have final sign-off of the CRFs.
  – There was no documentation of changes to the CRFs, leading to discrepancies in values between the database and the CRFs.
• There was no audit trail for changes.
  – The database reflected only the value entered by the CDA. It did not record a change shown in the paper CRF.
• There was no agreement between the investigator and sponsor as to which data could be amended without the investigator’s approval.
• The data entry procedure was not clear.
• Best practice is double data entry.

—Data entries, such as ...recording of source data for inclusion of a patient in a clinical trial, should be verified by a second person, as appropriate for the intended use of this data. (WHO GUIDANCE ON GOOD DATA AND RECORD MANAGEMENT PRACTICES)
• System moved from being a database to being an eCRF – significant change in the functionality.

• The systems requirements for the new approach to investigator’s access and data entry were not assessed as part of the change control process.

• New functionalities needed for the new process were not built.
  – There is no functionality for the CDA to raise queries to the investigator in a controlled and transparent manner.
  – The investigator should change the data, not the CDA.
• There was loss of investigator control.
  – Sponsor held the investigator data on its server.
  – There was no segregation of investigator’s data.
  – The CDA (sponsor) retained edit access to the investigator’s entered data (same rights as the investigator).
  – Expectation is that the investigator maintains control of their data!
ADDITIONAL COMMENTS

1.

2.

3.
When, if ever, would it be appropriate to make changes to the data without the prior approval of the site investigator?

• If the Data Validation Plan for the query management process includes:
  – Edit check specifications
  – Definitions of self-evident corrections (SECs)
  – Project-specific processing guidelines

➢ An Edit Check Specifications document should be developed and authorized by the investigator. It is recommended that the investigator approves what changes were made.

➢ It is recommended to have a library that addresses common data entry errors via standard checks.

➢ Note: Use of Data Entry Constraints and Restricted Value Sets prevents errors in the first place.
• If an investigator is no longer available (e.g., died), procedures for change of site investigator should be completed, per Institutional Review Board/Ethics Committee policies/procedures.

• Some discrepancies will be considered as “irresolvable” and should be placed in the discrepancy database.
ADDITIONAL COMMENTS

1.
2.
3.
This scenario involves direct data entry, source data, use of a subject diary, the use of an audit trail, and assessing data integrity issues.

• What further GCP and data integrity issues are you able to identify with respect to source data?
• What is the overall impact on the clinical trial results and are there any corrective and preventative actions that could be taken?
ANSWER
What further GCP and data integrity issues are you able to identify with respect to source data?

• There is confusion over what is considered source data. There is no document to define source data location.

• Source data that is entered directly into the eCRF is not covered in the protocol.

• The CRF became a completed source document once the investigator entered the data. The change in process is not addressed as there is no change in data management activities.
SECTION 2 (cont.)

- Source data should be retained at the investigator site; however, there was loss of source, i.e. dose confirmations, patient diaries.

- Entries to the database were made a long time after the visit with no source (from memory!) and were amended by checking with the patient later.

- Changes made on the original CRF by the CDA would not reflect the investigator’s copy where the investigator did not amend their copy, leading to discrepancies between the source data and the database.
ADDITIONAL COMMENTS

1.

2.

3.
What is the overall impact on the clinical trial results and are there any corrective and preventative actions that could be taken?

• The Sponsor had the opportunity to amend the data that was out of the investigator’s control.

• Reconstruction of data (at the investigator site) sent to the sponsor is impossible (investigator copy of data is a mess).

• This directly impacted the primary endpoints; therefore, the data is not reliable.
Whether to salvage the trial data will depend on the purpose of the trial.

- Is it part of a marketing authorization application? Is it a non-commercial trial that has important public health questions that need to be answered? Is it of low-importance with respect to commercial gain and public health? If important, then attempts should be made to rectify the situation.

- The extent of the issue needs to be determined. Are the investigator site issues widespread (source document confusion, failure to amend CRF, lack of source data)?

- Need to provide assurance that the investigator’s source data matches the data in the CRF – this would require extensive auditing. The investigator must provide evidence that he/she agrees that their data matches the CRF.
ADDITIONAL COMMENTS

1.

2.

3.
SECTION 2 (cont.) What to Implement

• Target site visits to assess extent of issues discovered – i.e., monitor and audit to provide evidence of extent. It may be that there are a few sites where there are similar problems.
  – These sites could be excluded from the final per protocol analyses if the trial is powered sufficiently to allow this (i.e., the question can still be answered without the data from these sites).

• Review changes made in the database and by whom – ensure documented authorization by the investigator.

• Develop a source data definition document.
SECTION 2  Implement (cont.)

- There should be collection of all paper diaries.
- There should be re-validation of the system for eCRF functionality or revert to paper.
- A robust query management process should be developed (source document agreement, authorized changes agreement, training, etc.).
- There should be data review by the investigator to confirm data reported to the sponsor is consistent with source.
SECTION 2 Implement (cont.)

• A robust validation and lifecycle management process should be developed.

• There should be risk assessment, with appropriate monitoring.

• There should be additional, enhanced training.
ADDITIONAL COMMENTS

1.

2.

3.
This scenario involves the use of electronic diaries, central monitoring of data, use of an audit trail, database lock and archiving of data.

• Can there be data clarification or queries for patient-reported outcome (PRO) data such as subject diary data?
• Are there any GCP or data integrity issues apparent in the new processes?
• What additional actions would you do to investigate the high efficacy results at the one site?
ANSWER
Can there be data clarification or queries for patient-reported outcome (PRO) data, such as subject diary data?

YES. Although patient-reported outcome (PRO) data is unusual in that it is not entered by the investigator but directly recorded or entered by the subject or patient, it can still be queried. There is a perception by some in clinical research that there is no data clarification or query process for PRO data or diary data.
FDA’s guidance *Patient-Reported Outcome Measures: Use in Medical Product Development to Support Labeling Claims* states:

- Sponsors should avoid direct PRO data transmission from the PRO data collection device to the sponsor, clinical investigator, or other third party without an electronic audit trail that documents all changes to the data after it leaves the PRO data collection device.

- The data maintained by the clinical investigator should include an audit trail to capture any changes made to the electronic PRO data at any point in time after it leaves the patient’s electronic device.
ADDITIONAL COMMENTS

1.

2.

3.
Are there any GCP or data integrity issues apparent in the new processes?

• The investigator has not had continuous access to his/her data.
  − The use of electronic PRO instruments may pose a problem if direct control over source data is maintained by the sponsor or the contract research organization and not by the clinical investigator. Regulators consider the investigator to have met his or her responsibility when the investigator retains the ability to control and provide access to the records that serve as the electronic source documentation for the purpose of an inspection. The clinical trial protocol, or a separate document, should specify how the electronic PRO source data will be maintained and how the investigator will meet the regulatory requirements.

• All data must be provided to the investigator— the eDiary data was not.
• The diary data could only be changed if approved by the sponsor.

• The Investigator does not have final control over changes to diary data to confirm source data.
  – The FDA guidance states that the sponsor should avoid the ability of any entity other than the investigator (and/or site staff designated by the investigator) to modify the source data.
• Complete data was not archived at the site as there was no metadata.
  – Contracts with vendors must address storage and security, and must comply with GCP – i.e., ensuring that investigators’ source data is not under the sole control of the sponsor. Must address archiving and what will be kept such as audit trails. Flat files that lose important data such as audit trails are not acceptable.

• There were insufficient data lock procedures.
  – Database lock should prevent any unauthorized changes.
ADDITIONAL COMMENTS

1.

2.

3.
What additional actions would you do to investigate the high efficacy results at the one site?

- Conduct a blinded review of treatment assignment at the site to rule out any randomization error.
- Review data in a blinded manner to see if the site is an outlier for any other data.
- Retrieve the audit trails of the eDiaries to look at time and pattern of data entry and if changes were made.
• Audit the site to look for any signs of misconduct.
  – Include documentation of the presence of real subjects.
  – Review training of staff and subjects.
  – Review how access passwords were communicated to the subjects and how they were kept confidential.
  – Confirm that the site had no knowledge of the subjects’ access codes.
• Interview investigator and staff on all procedures at the site.
  – Ask them to offer an explanation for the efficacy results.
ADDITIONAL COMMENTS

1.

2.

3.
Wrap-up

• Appropriate clinical data management is a key to generation of high-quality, reliable, and statistically sound data from clinical trials.

• Data management should be considered for all stages of clinical trials; from inception to completion, including CRF designing, database designing, data-entry, data validation, discrepancy management, database locking, data transformation, and quality control procedures.
Wrap-up

- Effective methods for receiving, storing, disseminating, reporting, analyzing, and retaining regulatory data are required.
- The requirements for good data and record management apply equally to paper and electronic data.
- All changes prompted by the sponsor through queries should be captured in the audit trail.
• A sponsor of clinical studies must establish an operating model to support its data needs.
  – Define decision making authorities, roles and responsibilities, and assign accountability.

• Hopefully, at the conclusion of this conference, you will go back to your office and do a gap analysis for compliance to best practice goals, taking into consideration the regulatory requirements and the guidance from regulatory agencies.
Thank you to all that contributed to the case study.
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Abstract
Background: The DIA Clinical Data Management Community created a committee to develop a model standard operating procedure (SOP) for writing a data management plan. Methods: The goal of the committee was to develop a plan that could be used by industry and academic institutions. The model was based on contributed examples from committee members and their experiences with current practices and technologies. It is understood that as new clinical trial technology is implemented, the SOP will require modification. Results: The model SOP and associated templates are presented as a starting point, and each company or institution will need to modify them to meet its individual needs. Conclusion: The model DMP SOP produced addresses most data management issues that are present in any phase clinical trial while providing a flexible framework.
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Introduction
The data management plan (DMP) specifies all clinical trial data management tasks. This includes how the data are collected, quality control, data transformations, and final deliverables. The procedure for creating a DMP should be documented in a company or institution’s standard operating procedure (SOP). This SOP is written to ensure consistency and compliance with good clinical practices. The difficulty in writing a DMP SOP is that the tasks defined can vary depending on the type of clinical trials that a company carries out and the resources that are available. A clinical trial that makes use of multiple electronic data collection systems (web based, smartphone, interactive voice recognition system) may require more DMP tasks than an early-phase study with few subjects that collects data on paper case report forms (CRFs). Similarly, a large company can assemble several groups to carry out multiple data-cleaning processes, while a small pharmaceutical...
company or contract research organization will not have the same resources. While there are multiple templates and guides available for creating a DMP, there is no guidance as to how to write a DMP SOP. Private pharmaceutical companies consider their SOPs proprietary information, and academic institution SOPs, while made available by their sponsors, are not geared to industry. The DIA Clinical Data Management Community (CDMC) decided that there was a need to create a model DMP SOP, which could be used as a starting point for small to midsize pharmaceutical companies and contract research organizations to create their own DMP SOPs. It is understood that no one DMP SOP will meet the needs of all studies and companies; however, the CDMC DMP committee attempted to include topics that would form the core of any DMP SOP.

Method
The DIA CDMC formed a committee of data managers, clinical researchers, clinical research associates, and quality assurance professionals. DMPs from several pharmaceutical and medical device companies and academic research institutions were reviewed. All client and personal identifiers in these example DMPs were redacted. The primary components of these DMPs were defined. Additionally, new technologies were assessed to see how they would influence clinical trial data management.

Topics in the DMP SOP were assigned to individuals who had expertise in those areas. These subject matter experts wrote the first draft of their assigned sections. These draft sections were reviewed by the entire committee and modified. When a section was considered final, it was turned over to the committee chairman. Final integration of the all the sections into one document was carried out by a smaller group. After integration, the document was sent to reviewers outside the committee. The outside reviewers had experience in data management, study design, monitoring, electronic data capture technology, and quality assurance. Modifications were based on this external review and the final document created.

When an annotation was thought to be needed, it was included with the label Comment.

Results
The resulting model DMP SOP is shown in the appendix and includes associated templates.

Discussion
The model SOP that is described should be considered a baseline document. It reflects current data management practices and technology. However, data management is being reshaped by new technologies, changes in practice, and the pressure to contain clinical trial cost. Technologies are being advanced that place data collection in the hands of the subjects, including the possible uses of in-home diagnostic testing. The smartphone places a sophisticated device capable of clinical data collection in the hands of every subject. These systems are currently being used for patient report outcomes, but it is easy to see their potential use as a continuous monitoring device for activity, blood chemistries, and adverse event reporting. Likewise, the use of gathering data directly from the electronic medical record, specifically extracting data from an HL7 record, offers new challenges to creating a DMP.

Quality control practices are also being evaluated; 100% source data verification is being replaced by remote risk-based monitoring; and the benefit of source data verification is itself being questioned. These changes in data management will influence what is required in a DMP. This evolution in clinical trial technology and practice forces the DMP SOP to evolve. For these reasons, this model SOP will need to be reviewed regularly and modified to reflect the changes in the pharmaceutical research.

As stated, not all companies and institutions have the same resources. When writing a DMP SOP, the parties are faced with the conflict of meeting the highest level of regulatory agency and industry expectations while being realistic about what can actually be accomplished. For example, companies with limited staff, proposing a multilevel quality control process in which various groups review certain aspects of data collection or data analysis can put a company in a position of not following its own SOP. Rather than writing a perfect SOP, it is better to write a logical DMP SOP that addresses processes in a realistic manner.

In regard to the present model DMP SOP, the responsibility matrix may not need all the job titles included in the template, and if risk-based monitoring is not used, that section of the SOP can be eliminated. Similarly, low-risk studies—such as a bioequivalence studies, where there is one site entering safety data on a limited number of subjects—could use an abbreviated SOP. As stated previously, this model SOP and resulting DMPs should be modified to meet the needs of the company or institution.

When writing a DMP SOP, all stakeholders should be involved. The writing team should consist of representatives from data management, quality assurance, statistics, monitoring, and project management. This includes the people designing case report forms (CRFs) and electronic CRFs (eCRFs), creating the electronic data capture application, testing the electronic data capture application, using the CRF/eCRF, and carrying out statistical analysis (SAS programmers). Project management could represent the sites that will use the CRF/eCRF during data collection. When one group dominates the creation of the SOP, critical components are often ignored or dealt with in a limited fashion.
Appendix

Model Standard Operating Procedure for Creation of Data Management Plan

Note: This is not an SOP; it is a guide for writing the DMP SOP. The document is a mixture of instructions and sample text. It is meant to be modified to reflect a company’s procedures.

1.0 Purpose

The purpose of this SOP is to provide guidance for creating a company’s or institute’s DMP. The ultimate goal is that the resulting DMPs meet regulatory, industry, and institutional standards.

2.0 Scope

The scope describes to what and whom the SOP applies. The SOP can list all divisions of a company or institution that the SOP affects. For example, a DMP SOP should apply, at a minimum, to:

- Data managers
- Database developers
- Programmers
- Project managers
- Quality assurance staff
- Quality control staff
- Staff involved in the creation of CDISC SDTM files
- Sponsor/client who needs verification that its standards for the data life cycle are met

A general statement can be made that the DMP SOP applies to all company or institution persons involved in the creation of data collection systems, databases, data cleaning, data quality control, and quality assurance.

A larger company with multiple facilities may want to enter in the names of specific facilities or subsidiaries to which the SOP is applicable.

3.0 Responsibilities

All functional and any associated support staff (including contracted employees) will comply with this SOP as it pertains to their job functions. It is the responsibility of company management to ensure that the appropriate staff is trained on the DMP SOP before performing the activities described herein. It is the responsibility of the staff and company management to ensure that procedures described in this SOP are followed.

It is the responsibility of the global functional head to ensure the SOP is revised as needed, at a minimum the SOP should be reviewed and/or revised biannually.

Quality Assurance is responsible for monitoring compliance with the SOP and/or providing recommendations to management for any noncompliance observed.

The global functional head and the QA department, representative, etc. are accountable for ensuring that process changes in other company SOPs affecting the DMP SOP are being synchronized.

4.0 Definitions

Comment: These are abbreviations and terms used in this model DMP SOP; this section should be modified per the terms used in your company’s or institution’s SOP.

AE: Adverse events
Back-end edits: Edits run on the database in batch mode, usually written in SAS (also known as programmed edits)
CDASH: Clinical Data Acquisition Standards Harmonization
CDISC: Clinical Data Interchange Standards Consortium
CDMS: Clinical data management system; this term is sometimes used interchangeably with EDC. It creates a clinical trial database, eCRFs, real-time data edits, and it can generate reports.
CRF: Case report form
COTS: Commercial off-the-shelf software
CRO: Contract research organization
DM: Data manager
DMP: Data management plan
eCRF: Electronic case report form
EDC: Electronic data capture system; see CDMS
Edit: A test of a data value to verify whether it is accurate or conflicts with another data value
EHR: Electronic health record
EMR: Electronic medical record
ePRO: Electronic patient-reported outcomes
Front-end edits: Automated edits built into the EDC that are triggered as the data are entered (also known as real-time edits)
IVRS: Interactive voice recognition system
ODM: Operational data model
PDF: Portable document format
PI: Principal investigator
Programmed edits: Edits run on the database in batch mode, usually written in SAS (also known as back-end edits)
QA: Quality assurance
QC: Quality control
Query: A request for data clarification
Real-time edits: Automated edits built into the EDC that are triggered as the data are entered (also known as front-end edits)
SAE: Serious adverse event
SAP: Statistical analysis plan
SDTM: Study data tabulation model

5.0 Procedures

5.1 Clinical Trial Database

5.1.1 Required Information Needed Prior to Creation of a Clinical Database

Before a DMP can be written, certain information must be available. This should be specified in the SOP and can include, but is not limited to, the following:

- The database standards on a global, therapeutic area, or project level must be available, including database structure, formats, code lists. Comment: It is recommended to make use of CDASH (Clinical Data Acquisition Standards Harmonization) standards when possible.
- The final or close-to-final study protocol must be available.
- The planned visit structure with dosing, exams, and tests to be recorded at specific time points.
- Sample CRFs from client or CRO
- External data sources specified (ECG, central lab, ePRO data, pharmacokinetic data, bioanalytic data) and if any data conversion is needed (data from local labs to common unit lab analytes)
- Data to be generated in house (eg, safety and drug coding, visit or subject validity, reasons for invalidity)
- Statistical analysis plan (final or near-to-final plan)

5.1.2 Creation of a Clinical Trial Database for Remote Data Capture or Centralized Data Entry Using an EDC System

Comment: These are suggested items to cover under this heading. The language is general so that it applies to any EDC. A company may assign tasks to different job categories. Responsibilities can be documented as shown in Figure A1.

- A study database will be built using an EDC system. The DM or designee is responsible for creating the database, setting up an operation environment, and managing subjects, CRFs, events, database, and users.
- The data capture rules (real-time data edits) and data parameters will be implemented by the DM using the functionality of the EDC system. All real-time data edits will be documented.
- Database development will include script-driven user acceptance testing.
  - Test scripts should undergo independent review before they are executed.
  - All completed test scripts and testing results must be maintained as part of study documentation.
- Blank CRFs are generated by the EDC and annotated.
  - Visual QC of CRFs is carried out to verify all data that needs to be collected to analyze primary and secondary endpoints as documented in the SAP are present.
  - Review of the CRFs by client or sponsor
- Access to all fields in eCRFs is verified, and navigation to fields is in logical order.
- Studies using hardcopy CRFs should undergo the same processes, with the exception of verifying access to fields in an eCRF.

5.1.3 Creation of a Clinical Trial Database Not Based on an EDC System

Comment: This would apply to a database that serves as a repository for clinical trial data uploaded from external sources (EHR, EMR, laboratory data, etc).

- A study database will be built using database design tools or a COTS system (a database associated with an EDC system could also be utilized without the data being collected through eCRFs).
- Tables and associated variables would be based on the protocol and organization of the source data.
- Data quality edits could be implemented as the following:
  - Built into a data loader (either a database importation utility or a separate system)
  - Stored procedures within the database
  - Programmed SAS edits
- Testing based on verification that the data stored in the database matches the source data
  - Full comparison
  - Statistical sampling

5.2 Access to EDC/Database System

Access to the EDC system or clinical database must be tracked with either an electronic or manual log. How the tracking is done should be described in the SOP. The information collected in the log should include the person getting access, the type of access (read, write, form approval only), the date when access was granted, the type of access, and the date that access was terminated. An example of differing access rights would be as follows:

- Data entry: Read/write privileges
- Monitor access: Read access and limited write access (ability to flag data problems and leave comments)
- PI access: Read access and write access limited to approving forms
- Project manager: Read-only access
- Investigator: Write access limited to form approval and read access
5.3 Entering and Uploading Data

Specify how the data will be entered. The following methods could be used:

5.3.1 Single or Double Data Entry
- Training materials for data entry
- Specify if only certain fields require double entry and identify these fields

5.3.2 Loading Electronic Files
- How are the electronic files generated
- How transfer will take place
- Will the files be cumulative or incremental

---

**Figure A1.** Data management responsibilities.
5.3.3 EHR Data Extracted
- Source of EHR data (hospitals, managed care organization, clinic)
- Format of EHR data (HL7, SNOMED)
- How is it reformatted and loaded into study database

5.3.4 New Data Sources
Advances in technology will present new methods for collecting and entering data. These will need to be addressed in future versions of the model DMP SOP. For example, direct collection of physical examination and diagnostic data using attachments to smartphones are being tested for clinical trials. The data from such a device could be part of an external file or possibly uploaded into the clinical database at the time the data are collected.

5.4 External Files
External files sent from a laboratory, clinic, or vendor must be in an agreed-upon format. A document specifying the format should be created and signed by a representative of the file creator and the receiver of the file. This document will take the form of a record layout designating the variables or description of the data items and the data type (character, numeric, length, etc.). The process and required documentation regarding external file transfer can be described in a separate SOP and referenced in the DMP.

External files can be kept separate from the clinical trial database or merged with it. External files can originate from multiple sources, such as various ePRO and mobile systems (eg, texted questions and responses sent and received using a smartphone, pain scale administered via the web, IVRS system to verify that medication was taken, and diagnostic results from mobile devices).

5.5 Data Cleaning
Data cleaning for a study using an EDC system usually occurs at two levels:

1. Real-time edits (front-end edits) built into the EDC system and executed during data entry
2. Programmed edits (back-end edits) that are run on the data currently stored in the database (these edits are most commonly run using SAS)

A study that loads data from external files runs edits either during the loading process or as back-end edits.

All edits (front-end or back-end) must be documented as part of the data management plan. Figure A2 shows a format for documenting front-end edits; Figure A3 shows a format for documenting back-end edits.

All front-end edits should be tested as part of the user acceptance testing of the EDC system and back-end edits tested by the DM or designee. All completed testing documentation must be maintained. The testing process should be addressed in a separate testing SOP.

When data cleaning is the responsibility of a CRO, the documentation of the edits (completed templates Figures A2 and A3) should be approved by the client or sponsor prior to implementation (Figure A4).

While data quality is addressed by the real-time and programmed edits, these edits trap data errors that were documented in only the edit specifications of the DMP and are created before the study is started. Complex studies can have unforeseen data errors not included in the edit specifications. These unforeseen data problems may be found only by reviewing actual collected data using methods that survey the entire study population, such as listings, SAS frequencies, and crosstabs. These general approaches to data quality can be listed separately as part of the programmed back-end edits.

5.6 Coding and Reconciliation
Coding
Comment: This section briefly explains that a company’s or institute’s common coding philosophy or approach is used for all studies conducted and for all SAEs reported to drug safety. The actual coding philosophy or approach can be in a separate document (medical coding SOP) and referenced in the DMP SOP.
An example of documenting the coding approach is the following:

Coding is done on a by-text basis, not on a by-patient basis. Only the final text submitted for coding will be considered when a code is assigned. Therefore, only the information in the text will be assessed for assigning codes; background or historical information on the patient must not influence coding.

Each type of data (e.g., AE, MedHist, Conmed, Surgeries, ECG, microorganisms) should document which glossaries and version were used.

When data from the clinical trial database is entered into a drug safety database for coding, the data between the two systems should be reconciled to verify the data in both systems are identical. The processes and frequency of reconciliation should be specified.

A matrix (Figure A5) can also be used to specify the sequence of events in the coding process.

5.7 Query Generation and Processing

Comment: Query generation and processing can depend on the technology used and the type of study being carried out. Some EDC systems generate queries automatically based on unresolved data edits (data rules). These edits are manually reviewed and directed to the person who is best able to resolve them. The responsible party then is notified that a query needs to be addressed, and he or she can then either resolve the query or respond back to the DM with a question or comment. During most clinical trials, queries are also generated manually during the QC process or monitoring visits. Other systems rely on manual query processing or a combination of automated and manual.

The following information is needed in the DMP:

- Methods of query generation (automated within EDC, manual, other)
- Responsible person (job title) for generating queries during the data-cleaning/QC process
- Query-tracking system used
- How the queries are distributed
  - Through queues in an EDC
  - Manually/automatically emailed to sites or sponsor
  - Notification to responsible person that a query has been generated
  - Other
- To whom the queries are distributed during the query resolution process
  - DM at site
  - Central DM at CRO or pharmaceutical company
  - Reviewer who determines query is resolved correctly
  - Other
- Document who is responsible for resolving queries and correcting the data in the database (e.g., only DMs at the site, senior DM at CRO)
- Query reports generated
### 5.8 Risk-Based Monitoring

Specific parameters (data elements) in the clinical trial database can be used to estimate the risk that a participating site is or is not performing tasks at a high level of quality. This approach can be used to shift monitoring from a purely schedule-driven effort to one that is more focused, efficient, and cost effective. The process for risk-based monitoring should be described in a separate monitoring SOP, which can be referenced in the DMP. The DMP should document which study-specific data elements are used to estimate risk and how they are used. The following should be addressed in the DMP (see Figure A6).

- List the data elements used in the estimation of risk
- What types of calculations or trend analysis based on the data elements is used to estimate risk? These could include, but are not limited to,
  - High rate of AEs or low rate of AEs
  - High number of procedures for multiple subjects performed within a limited number of days
  - High rate of subject enrollment
  - High percentage of missing data
  - Data entered into EDC system for multiple subjects within a limited number of days
  - Unusual distribution of values, excessively narrow or wide, for primary and secondary endpoint-related data elements
- Reports used for deriving risk and how are these provided
- What is the responsibility of the DM?
- Is there a system used to derive risk? If so, what is the system, and who has access?

### 5.9 Database Lock

Database locking and unlocking procedures are usually described in a separate SOP. This locking/unlocking SOP should list the data quality checks that take place prior to locking. This SOP can be referenced in the DMP; however, the database-locking information can also be placed in the DMP.

The locking procedures should include, but are not limited to, verifying the following:

- All data queries have been resolved
- The safety database has been reconciled with the clinical trial database
- All subjects have a final status
- All protocol deviations have been addressed
All site access rights have been terminated
All site signatures have been obtained
Database locking approval signature from the sponsor and PM has been obtained

### 6.0 Archiving

Identify where the following will be stored (these can be paper and/or electronic documents and can refer to a network directory and/or physical storage area):

- DMP
- Final data files
  - Clinical trial database
  - SDTM data sets
- Documentation related to the data files (metadata)
  - Data dictionary
  - File description of any external files used during the study
  - PDF files of the CRFs (blank CRFs, no content)
  - Completed user acceptance testing scripts
  - Approvals for CRFs and user acceptance testing
  - PDF files of completed CRFs
- SAP
- SAS programs
- Other relevant documents or files

#### 6.1 Conversion to CDISC SDTM

Comment: The methods to convert from the table structure used by a clinical trial database to the SDTM domains vary. Some systems store data directly into an SDTM structure, while others convert tables to an SDTM structure after database lock (back-end conversion). The back-end conversion can make use of commercial extract transform and load systems or create a CDISC ODM file as an intermediary step, while others use SAS code to directly convert tables to SDTM data sets. There are also applications used to validate the structure of the SDTM data sets. Because of this variability, it is difficult to write general data management procedures related to the creation of SDTM data sets. It is encouraged that the DMP include a description of all steps used to create the SDTM data sets and the associated QC procedures. The following information should be the minimum used to describe this process.

- Method used to convert data to SDTM structure
- Original data stored in SDTM structure
- EDC system converts data to ODM for latter conversion to SDTM
- Back-end conversion
  - Dedicated extract transform and load system
  - SAS programs
    - Conversion from original data to SDTM
    - Conversion from ODM to SDTM
  - QC steps used to verify that conversion does not corrupt data
  - QC process used to validate that the SDTM data set structures are correct
- Method used to validate structure of SDTM datasets
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